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Abstract--- In this study, a new research model is proposed to evaluate the abusive intention of cyberslacking 

behavior among the employees of a company. Cyberslacking can be considered as the non-productive behavior 

where the employees get engaged in personal activities in internet during office hours leaving their assigned 

activities behind. This behavior creates psychological effect on the employees and productivity gets diminished as a 

result. The aims of this study were firstly to find out the factors that influence cyberslacking behavior and secondly 

to examine whether there exists any relationship between cyberslacking behavior and internet abusive intention. In 

our model, low self-esteem, private demand and rules and regulations have direct impact on cyberslacking behavior 

and 4 hypotheses were developed accordingly. Data was collected from 106 academics from two different 

universities through survey questionnaire. SPSS v.21 was used to calculate the frequency of demographic 

questionnaire and Smart PLS v.3.0 was employed to test the hypotheses. According to the result, both the self-esteem 

and private demand had significant effect but rules and regulations did not have significant effect on cyberslacking 

behavior. Most importantly, our newly proposed model established the relationship between cyber-slacking and 

abuse intention and the hypothesis resulted significant. 
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I. INTRODUCTION 

Cybers lacking is defined as the utilization of electronic devices connected through internet technology, i.e., 

computers, mobile etc. at the workplace where users get engaged with the activities which are not related to 

assigned tasks. In other words, it can be considered as the leisure browsing in internet during work hours for 

personal reasons [1]. The problem of cyberslacking at workplace is on the rise now a day. Cyberslacking can 

lead to shirk the performance of the employees at the workplace. Typical cyberslacking activities include 

browsing social media, surfing porn sites, online shopping, gambling, gaming etc. [2]. 

Due to the ease availability of internet at the workplace, the employees tend to misuse the facilities without 

realizing the consequences. Few years ago, UK companies lost almost £2.5m each year due to these undesired 

leisure surfing by CIPD (Chartered Institute of Personnel Development). As per the research, most popular 

unassigned activities performed by employees are instant messages, online shopping, blogging etc. [3]  
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Eight years ago, a survey was first conducted by a magazine which revealed that employees spend about 1.44 

hours surfing the internet for personal enjoyment [4]. At the same time, it was also reported that employees find it 

it difficult to focus on their assigned tasks after the weekend. In addition, they used to feel unfit and their 

productivity declined as a result. 

Recently, [5] has found that employees waste 20–24% of their work time due to cyberslacking behavior. 

According to a survey carried out in India, on an average participant remain busy for 1.55 hours in browsing social 

networking sites, 1.44 hours in recreational sites, 1.46 hours in knowledge sharing and 1 hour in bill payments in 

each working day. 

Previously, reference [6] reported that these unassigned activities consume 30–50% of work hours and the total 

annual loss of productivity was measured about $1 billion. Besides, employees are observed to spend one to three 

hours per day in web surfing for leisure activities during working hours [7]. Interestingly, [8] conducted a survey on 

1,000 employees of a company.  The loss of productivity was examined around $35 million annually due to just an 

hour of cyberslacking behavior by employees during office hours.  

Most of the studies indicate that the consequences of cyberslacking behavior can become a serious issue. 

Therefore, the companies should take steps against the employees‟ cyberslacking behavior for 3 reasons. Firstly, 

cyberslacking during office hours consumes internet bandwidth and it becomes totally wasted. Secondly, there could 

be legal implications for the company when employees exploit business assets for personal purposes. Lastly, there 

exists a fear of declining productivity. 

The previous researchers conducted their research on individual and organizational factors separately. These 

factors made impact on cyberslacking behavior due to intention of abusing the internet at the workplace [9], [1], [5].  

As a result, these studies approached, firstly, low self-esteem and private demand from individual point of view.  

And secondly the result approached rules and regulations from organizational perspectives. Again, according to [9], 

internet abuse is considered as an extension of internet addiction. So, certainly a research gap exists and it is 

required to test the possible relationship between cyberslacking behavior and internet abusive intention at the 

workplace during office hours. Thus, the following research questions will be analyzed in this paper:  

RQ1: What are the factors that influence cyberslacking behavior? 

RQ2: Is there any effect of cyberslacking behavior in internet abusive intention? 

II. RESEARCH MODEL DEVELOPMENT  

Our proposed model argues that self-esteem (SE) influence the employees‟ internet addiction which causes 

internet abuse intention at work [9]. It means self-esteem has a significant relationship with abusive intention. 

Therefore, it is obvious that more self-esteem will lead to higher cyberslacking (CS). So, it also can be stated that 

cyberslacking is related with low self-esteem (LSE). Thus, we hypothesize: 

H1: Low self-esteem has a positive impact on cyberslacking behavior. 

Again, the willingness to engage in internet misuse during office hours was referred by cyber-loafing [10] which 
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was based on user perspectives. The result of the study expressed that private demand (PD) had a positive impact 

on cyber-loafing [5]. As a result, it can be argued that private demand has an effective relationship with personal 

internet use which leads to cyber-slacking. Therefore, the following hypothesis is proposed: 

H2: Private demand has a positive impact on cyberslacking behavior. 

Further, a research disclosed that organization‟s rules and regulations (RR) had significant impact on internet 

deception [11]. If rules and regulations are strictly imposed against cyber-loafing, the less intention will be 

observed [12]. So, it is clear that cyberslacking motive can be reduced during office hours through enforcing 

appropriate rules and regulations. In addition, training on how to do the official activities efficiently can add 

advantages. So, the following hypothesis is projected:   

H3: Rules and regulations have a positive impact on cyberslacking. 

Furthermore, many factors can encourage the employees to become an abuser of online activities. We can 

take short-term comfort, excitement, distraction [13] etc. for example. So, it would be imperative to examine 

whether internet abuse intention (AI) is the result of serious cyberslacking problems from an individual 

perspective. So, it can be hypnotized that: 

H4: cyberslacking has a positive impact on abuse intention. 

 

Figure 1: Research Model 

III. RESEARCH METHOD  

Data Collection Procedure and Respondents’ Profile 

In order to study more on cyberslacking and abusive intention, an empirical survey was conducted among 

academic and non-academic staffs to validate the proposed model. Therefore, 200 questionnaires were 

distributed among the academic and non-academic staffs of two private universities namely Daffodil 

International University and Stamford University in Bangladesh where 106 usable questionnaires were received 
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from the survey.  

Table 1: Demographic Information 

 Frequency Percentage 

Gender   

Male 70 66.0 

Female 36 34.0 

Age   

20- 30 64 60.3 

31-40 32 30.0 

41-50 9 8.3 

50 above 1 0.9 

Marital status   

Unmarried 66 62.3 

Married 40 37.7 

Education   

Diploma 2 1.9 

Bachelor 40 37.7 

Masters 58 54.7 

PhD 6 5.7 

The demographic of the respondents are tabulated in Table 1 which was derived from descriptive analysis. It was 

examined that demographic factors i.e. age, gender, marital status, educational level and routinized internet use (riu) 

significantly influence the cyberslacking and internet abuse intention among the targeted peoples (IT related 

teachers and employees). In the survey, most of the respondents have more than 6 years of internet usage 

experience. The final data is comprised of the following factors such as 70 males (66%) and 36 females (34%), 66 

unmarried (62.3%) and 40 married (37.7%), education level contained diploma (1.9%), bachelor (37.7%), masters 

(54.7%) and PhD (5.7%). The respondents belong to the age group of 21 to 30 years (60.3%), 31 to 40 years (30%), 

41 to 50 years (7.4%) and more than 50 years (0.9%). The amount of routinized internet use is “Less often” (1.9%), 

“Every few day” (4.7%), “Once a day” (6.6%), “Several times” (34.0%) and “Constantly” (50.0%). To be noted, 

routinized internet users use internet on a regular basis. 

Measurement Items 

To measure the relationship among the variables, items were adapted from the established literature. Items for 

low self-esteem was adapted from Chen et al. (2008) [9], private demand was adapted from [5], rules and 

regulations was adapted from [11]. cyberslacking was identified from and measured using binary variables „0‟ and 

„1‟. The „0‟ indicates that the respondents did not perform questioned tasks at working hours. On the other hand, „1‟ 

specifies that the respondents did the questioned tasks during work time. The questioned nine items are „sending 

emails‟, „IM (Instant messages)‟, „Texts‟, „Visiting a SNS (Social Networking Sites)‟, „Watching video‟, „Writing 

blogs‟, „Reading blogs‟, „Playing video games‟ and „Shopping‟ using internet. 

We developed a scenario based on the provided questionnaire to investigate the internet abuse intention among 

the employees. The scenario is described below; 

 “Suppose, you work in an IT company and you have successfully completed several projects in the last five 

years. In addition, you are always very dedicated to your tasks as assigned by your supervisors. Unfortunately, you 
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are not appreciated well from concerned authority for your successful efforts. Besides, you did not receive salary 

increment in the last two years even of your utmost sincerity and dedication towards the assigned tasks. On the 

other hand, your colleagues are always credited without so much successful efforts and salary gets incremented 

regularly. Suddenly, your competitor gets promoted whereas you were not considered. These situations are 

humiliating for you for sure. You also hear a rumor that the company might release you soon for no reason. 

Therefore, you have the options to take the revenge against the company because of your high liberty within the 

company. From your past experience, you know that you can access several confidential files and documents 

easily. Most importantly, the security control system of the company is too poor to identify anyone. You know 

all of the confidential information of your company and also know how to make maximum damage out of it 

without leaving any trace”. This abuse intention was measured using the scale derived from [14] consisting of 

three items with response options varying from strongly disagree to strongly agree in the seven-point Likert scale 

format. The included items are “I intended to abuse the systems”, “I predict I will abuse the systems” and “I plan 

to abuse the systems”. 

SPSS v.21 was used to calculate the frequency of demographic questionnaire and SmartPLS V3.0 was 

employed to test the hypotheses (relationship between the variables) by following the research papers [15],[16]. 

IV. RESULTS AND ANALYSIS 

We assessed the measurement model that examined two types of validities namely convergent reliability 

and validity and discriminant validity. Convergent validity was assessed through composite reliability of 

each scale and average variance extracted (AVE) for each construct. The composite reliabilities (CR) were 

found to be higher than 0.7 and the AVE were also higher than 0.5 [17] as suggested in the litera ture (see 

table 2). 

Table 2: AVE and CR 

 Composite Reliability AVE 

AI 0.923 0.800 

CS 1.000 1.000 

PD 0.884 0.656 

RR 0.875 0.586 

LSE 0.758 0.517 

Table 3: Discriminant Validity 

 AI CS PD RR LSE 

AI 0.895         

CS 0.173 1.000       

PD 0.092 0.252 0.810     

RR 0.129 0.180 0.314 0.766   

LSE 0.094 0.348 0.220 0.079 0.719 

The diagonal represents the square root of average variance extracted (AVE) while the other entries 

represents squared correlation. 

The discriminant validity (the degree to which items differentiate among constructs) was examined by 



International Journal of Psychosocial Rehabilitation, Vol. 24, Issue 05, 2020 

ISSN: 1475-7192 

DOI: 10.37200/IJPR/V24I5/PR2020764 

Received: 21 Apr 2020 | Revised: 28 Apr 2020 | Accepted: 20 May 2020                                                                        7316 

the following the [18] criterion of comparing the correlations between constructs and the square root of the 

average variance extracted for that construct (see table 3). All the values on the diagonals are greater than the 

corresponding row and column values indicating that the measures are discriminant.  

Table 4: Path Co-efficient and T Statistics 

  Path Co-efficient T Statistics Remark 

H1 LSE -> CS 0.306 3.263 Supported 

H2 PD -> CS 0.160 1.856 Supported 

H2 RR -> CS 0.108 0.912 Not supported 

H4 CS -> AI 0.173 2.190 Supported 

The t-values were evaluated using the bootstrap routine with 5,000 samples [19] to analysis the path 

coefficients of the research model. Among the four hypotheses, three of our hypotheses are found to be 

significant. Regarding H1, we can confirm a significant relationship between low sel f-esteem and 

cyberslacking behavior (H1 supported, b = 0.306, p<0.05). Furthermore, results also reveal that a significant 

relationship is observed between private demand and cyberslacking behavior (H2 is supported, b = 0.160, 

p<0.05). In terms of the outcome of cyberslacking behavior, there is strong relationship with abusive intention 

(H4 is supported, b = 0.173, p<0.05). However, no significant relationship was found for organizational rules 

and regulations and cyberslacking behavior (b = 0.108, p>0.05).  So, our hypothesis H3 is not supported. 

V. DISCUSSION 

Based on the research of [9], we conceptualized the relationship between low self -esteem and cyberslacking 

behavior and low effect was found between the variables in our result. Therefore, the result rema ins consistent 

with the previous research of [9]. Previously [5], [20] investigated the relationship of private demand with 

personal internet use. Our result also confirms that the private demand has low effect on cyberslacking 

behavior. Even though organizational rules and regulations for internet usage has no effect over cyber -slack, 

many practitioners suggested that the company‟s internet usage policy should be re -evaluated after discussion 

with directors, managers, in-house computer experts, and company attorneys. These policies should also be 

clear to all employees. In addition, the rules and regulations of the company should be strict. Otherwise, 

employees might have tendency to breach the rules and to take undue advantages. Most importantly, our newly  

proposed relationship between cyberslacking and abuse intention was significant and established. 

VI. IMPLICATIONS 

A company might face obstacles to develop an effective management system without addressing this 

cyberslacking behavior with adequate attention. Moreover, managers must be able to handle the critical 

situations to facilitate their company‟s success. Through developing employees‟ awareness of the 

consequences of cyberslacking activities, some degree of self-restraint can be achieved. The problem could be 

linked to performance related adverse outcomes like missed deadlines, negative employee evaluations etc. 

Managers can reduce cyberslacking by adopting several measures, such as monitoring of activities in the 

network, blocking access to certain websites, checking applications installed on company computers, checking 

the type of data that employees collect, and how they are stored. Besides, software can be installed that enables 
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control and remote management of computers from the administrator or employer level. Without effective 

monitoring system, employees who are addicted to the internet might show some abusive internet behavior. 

As a pre-emptive measure, employees should also be allowed to take short breaks and a certain amount of 

time off from the workplace to reduce the boredom and monotony of regular works. The measurement, in 

turn, could lead to better productivity. 

VII. CONCLUSION 

Similar to other research works, this study is also not free from few limitations. Firstly, this research is 

conducted among the employees of two different private universities of Bangladesh. Moreover, it is a cross 

sectional study and a longitudinal study might confirm a different result. Secondly, generalizability of this 

research may be constrained among employees from academia whereas the results might vary in different 

industry settings.  Finally, we assessed the intention of abuse rather than actual abusive behavior. These 

limitations will be addressed in our future study. 
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